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Information Technology

Manager — Application Development Team

Responsibilities:

Lead a team of developers and manage them in the day-to-day performance of their
jobs

Oversee the application development projects to ensure them to be delivered on time
and within budget while maintaining the highest level of quality

Transform business and functional requirements into technical design with the ability
to balance the user needs and the technical restraints

Deliver management and control reports to the department head and to senior
management

Manage support on system stability and perform troubleshooting in a timely manner
Develop and maintain effective working relationships among teams and external
project sponsors and vendors

Provide technical leadership and inspire the team members

Direct subordinate to implement IT controls timely to meet IT compliance requirements

Requirements:

Minimum 5 Years' of working experience in managing banking solution with at least 2
years of management experience

Bachelor’s degree in Information Systems, Computer Science, or equivalent
combination of education and experience

Rich knowledge of banking processes and products

Possess development and managerial skills to lead software developers

Solid experience in banking system

Solid experience in AS/400 and RPG

Working knowledge of database and SQL

Rich experience in project management skills

Excellent verbal and written communication skills

Excellent problem-solving skill and critical thinking mindset
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Deputy Manger — System Support & Security Team

Responsibilities:

Lead a team to maintain system, network, and IT security control as normal

Oversee and participate in all related project phases to ensure teams deliver all work on
time and within budget while maintaining the high level of quality

Administer network, firewall, network design, Active Directory structures and email
system

Manage and monitor all related security controls, e.g. system and network hardening,
security patching on time

Perform security monitoring to make sure the bank security controls compliant with
Group standards and regulatory requirement

Conduct the primary investigation if any security incident happened

Actively manage, track and report the system and security projects status to
management

Maintain functional and technical documentation

Provide technical leadership and inspire the team members

Requirements:

Minimum of 4 year working experience in the field of IT, and at least 1 years’
experience in IT security control area

Bachelor’s degree in Information Systems, Computer Science, or equivalent
combination of education and experience

Working knowledge of Microsoft Active Directory, Exchange, Email structure,
malicious file analysis and Networking control

Experience in Penetration Test / Vulnerability Scanning

Excellent verbal and written communication skills

Strong problem-solving skill and critical thinking mindset

Experience in project management skills, with IT projects in banking industry is an
advantage



